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Cyberdefense has become a major issue in the international
arena over the past 5 years. Due to its current position, China has
been the object of much attention: it is observed, criticized, and
illustrated by many countries as one of the main proponents of
cyber-insecurity in the world. The USA build their cyberdefense
strategy according to what they call “The Chinese Threat”. It is
thus essential today to better understand the issues linked to the
cyber dimension of China’s increase in power. 

Contributions from international researchers offer differing
perspectives on China, its cybersecurity and cyberdefense
strategies and policies. These questions have today acquired a
major strategic dimension: is cyberspace in the process of
modifying the arena of international relations? How does China
understand cybersecurity and cyberdefense? What are the issues
and challenges for them? What is China’s place in the global
cyberspace? 

All these topics are covered by the authors of this book.

Daniel Ventre, PhD Political Science, Secretary General of GERN,
Researcher at CESDIP (Center for Sociological Research on Law
and Criminal Justice Institutions. CNRS/University of
Versailles/Ministry of Justice), Chairholder in Cyber Security &
Cyber Defence (Saint-Cyr / Sogeti / Thales), is the author of a
number of books and articles on cyberwarfare, information
warfare, cyberconflict, cybersecurity and cyberdefense. 
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