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## Introduction

Over the last decade, the Internet has grown from an interesting research project to a ubiquitous form of communication that has forever changed our world. E-mail, instant messaging, IP telephony, music and video on-demand, online banking, gaming, and travel planning are but a few of the many applications that have made many of our lives more convenient. In time, the Internet will eventually be available to everyone - and we can only guess what applications are to come. But whatever form the Internet takes, and whatever applications become available, there is an ever-increasing need for people to design, deploy, support, manage, teach, and sell these technologies.

The Cisco Press First-Step series is the starting point for understanding the basics of computer networking, and this book covers the concepts and protocols that enable the transfer of information from anywhere to anywhere using computer networks. No prior knowledge is assumed and each new concept is explained in understandable terms, allowing you to grasp the concepts without getting lost in the lingo. Of course, you will learn some of the lingo of the trade, but I assure you that it will be painless (mostly). The following description of the chapters in this book will give you an idea of what is in store for you:

■ Chapter 1, "Routing and Switching in Everyday Life"-Examines familiar systems, such as postal, highway, and phone, that route information similar to the Internet. These systems are used to present an understanding of the concepts and terminology of routing and switching.

■ Chapter 2, " $\mathrm{A}_{16} \mathrm{~B}_{16} \mathrm{C}_{16}$, As Easy As $01_{2}, 10_{2}, 11_{2}$ "-Covers number systems used by networking professionals. If you like numbers, this chapter should be fun. If you don't like numbers, hopefully this chapter will change your mind.

■ Chapter 3, "Internet Addressing and Routing"-Uses the concepts learned in the first two chapters to discuss the addressing scheme used in computer networks in detail.

■ Chapter 4, "Routing IP"-Introduces network routing, basic configuration of Cisco routers, and RIP, one of the first network routing protocols.

■ Chapter 5, "Cisco Interior Gateway Protocols"-Describes the basic concepts and configuration of the Cisco routing protocols: IGRP and EIGRP.

■ Chapter 6, "Open Shortest Path First—Better, Stronger, Faster" - Introduces OSPF, a popular standards-based routing protocol used in many networks. After reading this chapter, you will understand the concepts, operation, and configuration of OSPF.

■ Chapter 7, "Intermediate System-to-Intermediate System—Better, Stronger, Faster, and Scarier"-Describes IS-IS, which is similar to OSPF but has a few differences that tend to scare people away from using it. This chapter will remove the mystery and darkness that surrounds IS-IS.

■ Chapter 8, "Border Gateway Protocol-The Glue That Holds the Internet Together"-The routing protocols covered in Chapters 4 through 7 are used in the networks of companies, universities, government agencies, and so on. The Internet is what ties all these networks together, and BGP is the protocol that holds it all together.

■ Chapter 9, "Multicast—What the Post Office Can’t Do"—Presents the concepts and routing protocols used to simultaneously send information to more than one recipient, something the post office can't do.

■ Appendix A, "Answers to Chapter Review Questions"-Each chapter ends with a "Chapter Review Questions" section that helps reinforce your understanding of the topics discussed. This appendix repeats the questions and provides the answers.

■ Glossary - Throughout this book many new terms will be introduced and defined. These new terms are all listed in the glossary for easy reference.

## Who Should Read This Book

This book, and this series, is for anyone interested in starting down the road of learning about the many facets of computer networking. The First-Step series can give you a solid foundation to forge ahead into any area of networking you find interesting. If you are in high school and are exploring possible career goals, if you are a college student and want to see if this field is something you might be interested in pursuing, if you are already working in another hi-tech field and are considering a career change, or if your company depends on computer networks but you only need to understand the basics for making the right business decisions, this book is for you.

If you are interested in checking out other books in the First-Step series, visit http://www.ciscopress.com/firststep for more information.

## What You Will Find in This Book

This book includes several features to help ease the process of learning about routing:

■ Chapter objectives-Every chapter begins with a list of objectives that are addressed in the chapter. The objectives are revisited in the chapter summary.

■ Highlighted key terms and Glossary - Throughout this book, you will see terms formatted with bold and italic. These terms are particularly significant in routing. If you find that you aren't familiar with the term or that you need a refresher, look up the term in the Glossary toward the end of the book to find a full definition.

■ Chapter summaries - Every chapter concludes with a comprehensive summary that reviews chapter objectives, ensuring complete coverage.

- Chapter review questions-Every chapter concludes with review questions. These questions test the basic ideas and concepts covered in each chapter. You can find the answers to the questions in Appendix A.

■ Examples-In networking, you will encounter router configurations and output. To help prepare you, this book provides basic configuration and output examples that are thoroughly explained in the text and, when necessary, annotated.

The illustrations in this book use the following icons for networking devices:


Router

Switch

Network Cloud

## What You Will Learn

After reading this chapter, you should be able to
$\checkmark$ Understand the concepts of routing and switching using familiar systems (postal, road, and telephone)
$\checkmark$ Understand the properties of a routable address and how various parts of the address are used to route something from point A to point B
$\checkmark$ Understand the concept of route summarization, or aggregation, at the core and distribution level for reducing the amount of information required in the routing tables at these levels

## CHAPTER 1

## Routing and Switching in Everyday Life

The Internet is nothing new. Think about that statement. Certainly the technologies are new and applications such as e-mail, instant messaging, web sites, and video on demand are new, but the concepts are not. How the Internet operates is conceptually no different than how the postal, highway, and telephone systems operate. They all perform the same function-getting things from one place to another. The postal system does this with mail, the highway system does this with families on vacation and produce from California, and the phone system does this with phone calls. This book is about getting things from here to there. If you understand the concepts behind the postal, highway, and phone systems, you can understand the concepts of computer networks. After the concepts are mastered, learning the details of how it all works is easy. So before we jump off into the amazing world of the Internet, let's take the time to look at systems you are already familiar with.

## Postal System

First, let's take an imaginary trip back in time and pretend it's your job to develop a system for delivering letters and packages, and whatever else people can think of sending, to anyone anywhere in the country. So, where do you start? I think the best place to start is to establish rules. If your system has any chance of working, you need everyone to follow a clear set of rules. You also want to give your set of rules a fancy name so when you present your plan you sound somewhat authoritative.

Consulting your pocket dictionary, you find that a set of rules is also a set of conventions that is referred to as a protocol. That sounds fancy enough, so let's call your set of rules a protocol.

How many protocols do you need? That depends on how you structure the mail delivery system, so you need to think about how the system operates. Ultimately, you need to deliver something from point $A$ to point $B$. These points can be located anywhere in the country.

After some serious thought, you decide you need to develop the following protocols:
■ Package Protocol (PP) - The type and parameters (size, weight, contents, and so on) of the mail that can be delivered.

■ Addressing Protocol (AP) - Where is the item coming from and where is it going to.

■ Delivery Protocol (DP) - What is the most efficient way to deliver an item from point A to point B.

- Transportation Protocol (TP) - How to physically deliver the mail to the proper recipient.

These are not protocols used by the post office, of course, but are used for the purpose of the discussion regarding the routing of mail.

In addition, the protocols should be as independent as possible and scalable. Independence means that the operation of one protocol should not depend on other protocols. For example, the type of mail sent should not affect the addressing protocol. You don't want to use one addressing protocol for letters and another for packages. If you send a letter to your mother and a birthday present to your sister, you would have to use the same format for the address on both. For example, you might change the protocol specifying the location of the address on a letter, or package, or include additional information in the address (a ZIP code, for example). You should be able to do this without affecting which route the mail takes to its final destination.

The delivery protocol will make a delivery, or routing, decision based on the address. In that sense, the delivery protocol is dependent on the addressing protocol. You, however, want the freedom to change the addressing protocol without having to change the delivery protocol. Finally, the means that you use for the physical delivery of the mail (horse and wagon, truck, and so on) should not be dependent on what is actually being sent. With these constraints in mind, you can create a layered model called the Mail System Layered Protocol Model shown in Figure 1-1.

Figure 1-1 Mail System Layered Protocol Model

| Package |
| :---: |
| Address |
| Delivery |
| Transportation |

> What is being sent?
> Where is it going? Where is it from?
> What is the best route to use for delivery?
> How will the mail physically be delivered?

A scalable protocol means that the protocols still work well as the size of the system grows. For example, assume that mail will be delivered only between Chicago and Kansas City, and you will allow only one piece of mail every week. Because this is a small volume of mail, you hire someone with a horse to make the delivery. Assume this system works well, and you increase the volume to two pieces of mail per week. You could hire another person with a horse, but now you have two people to pay and two horses to feed. If you follow this method, you cannot scale your system to deliver thousands of pieces of mail because this would require thousands of people and thousands of horses! This system does not scale. You should require each rider to carry as much mail as possible so the system can scale to accommodate higher volumes of mail.

Now that you have decided which protocols are required, you need to determine the details of each protocol.

## Package Protocol

The Package Protocol, or PP, is a relatively straightforward protocol. You have to decide what can be sent and the physical limitations of a piece of mail, such as size and weight.

## Addressing Protocol

To deliver mail, you need to know where a particular piece of mail is going. In addition, it would be nice to know where a piece of mail came from in case it has to be returned. Therefore, you need a set of addressing rules that are part of our Addressing Protocol (AP). The two rules you need for the AP are the following:

- To Address rule that identifies where the mail is going
- From Address rule that identifies where the mail came from

But again, To Address and From Address are not sophisticated terms. Remember you do want your plan to sound sophisticated. Instead of To Address and From Address, use destination address and source address in your AP.

The addresses in the protocol need a defined structure. In other words, what information must be contained in a destination or source address? If an address contains multiple pieces of information, in what order should this information be presented? For the destination address, you need to know

- Who the mail is going to
- Where they live (state, city, street, and street number)

For the source address, you need to know

- Who the mail is from
- Where they live (state, city, street, and street number)

The addressing protocol needs to describe the exact location on the package for the source and destination addresses so they can easily be found. You also need to decide the placement order of the information contained in an address. After
experimenting with a number of address placement schemes, as shown in Figure 1-2, you decide to use the format shown in Figure 1-2 d. The beauty of this scheme is that it applies regardless of the type of letter or package sent through our mail system. Could the other schemes have been used? Yes. You only need to choose one and be consistent.

Figure 1-2 Rules for Source and Destination Address Placement


Various address information-ordering schemes were examined. (See Figure 1-3.) You have decided on the scheme in Figure 1-3 c. The other schemes would work just as well, of course, but you need to choose one and be consistent.

## Figure 1-3 Address Ordering Schemes

| State |  |
| :--- | :--- |
| City |  |
| Street and Street Number |  |
| Name |  |
|  | State |
|  | City |
|  | Street and Street Number |
|  | Name |

a.

State City Street and Street Number Name

State City Street and Street Number Name

## Name

Street Number Street Name
City, State
Name
Street Number Street Name City, State
C.

The previous comment might seem obvious, but it is extremely important. Imagine a mail delivery system where the addressing information and placement are different for each type of letter, or package, that is delivered. By having an address-ordering scheme, it doesn't matter what you send-the addressing scheme is the same, independent of the type of letter or package.

Now that you have a workable addressing protocol, the next step is to develop a protocol for mail delivery.

## Mail Delivery Protocol

The Mail Delivery Protocol, or MDP, is concerned with examining the information required by the AP and making a delivery decision. Mail will be delivered based on the destination address portion of the AP. The source address is needed if the mail needs to be returned. In that situation, the source address would become
the destination address. Let's look at the information contained in the destination address, and see what you can use to make a delivery decision. The destination address contains

- Who the mail is going to
- Where they live (state, city, street, street number)

Further assume that all delivery facilities (post offices) will use all the information in the destination address to determine how to deliver the package. This being the case, every post office needs to maintain a list of every possible destination address - which would be every person in the country. This approach has many problems. The first problem is that each post office will need to maintain a big book that contains everyone's address. The second problem is that whenever anyone moves, or when someone immigrates to the United States, or emigrates from the United States, every address book at every post office would need to be updated. This scheme will simply not work. It is, in fact, unscalable. What you need is a MDP that will scale.

Go back and look at the information contained in the destination address and see if you can devise a delivery system that scales. You have already seen that maintaining a list of every person at every post office will not work. Can you devise a system that uses only parts of the destination address? The geographical relation between the source and the destination might provide us with ideas for setting up a scalable system for the delivery of mail at the local, city, state, and country levels.

## Local Delivery

Local delivery is for mail with the same street name, city name, and state name in both the destination and source addresses. The additional information that is needed to deliver the mail is the house number. You do not need the information regarding to whom the package is being delivered. The MDP's job is over when the package arrives at the proper address. Consider two schemes for local mail delivery. The first scheme is called the Broadcast Local Delivery Protocol (BLDP) as shown in Figure 1-4.

Figure 1-4 Broadcast Local Delivery Protocol (BLDP)


```
Clark Kent
1 Main St.
Smallville, KS
```

Chloe Sullivan
4 Main Street
Smallville, KS

In Figure 1-4, Clark sends a letter to Chloe. The mail carrier looks at all the information in the destination address except for the "who" component. If the street name is Main, the city name is Smallville, and the state name is Kansas, the letter carrier will take the letter to every house on Main Street and ask the resident if the letter is for them. If it is, the letter has been delivered. If not, the carrier moves on to the next house. If the letter has not been delivered after visiting the last house, the carrier will throw the letter away or return it to Clark.

What if the street name is not Main? Or the destination address has a different city or state name? At this point, you haven't come up with a way to handle this situation, but you will in the following sections.

You're probably wondering why you would even consider such a goofy way to deliver the mail. In the early days of computer networking, this is essentially how computers exchanged mail. As shown in Figure 1-5, a coaxial cable, like the type used for cable television, connected local computers.

## Figure 1-5 Shared LAN



If computer B wanted to send a message to computer A , computer B would set the destination and source addresses to A and B , respectively. (Yes, computers have addresses. In fact, they typically have more than one address. We will get to that in Chapter 3, "Internet Addressing and Routing.") The message was transmitted on the cable, and every computer connected to the cable received the message. Every computer had to take the time to examine the destination address and decide if the message was for them. If it wasn't, the message was discarded. The terminations shown in Figure 1-5 serve the same purpose as the trashcans in Figure 1-4. They absorb the signal on the cable having the effect of throwing the signal away.

This was an inexpensive way to create a network of local computers, or a localarea network (LAN). All you had to do was buy a network card for each computer, run a cable from computer to computer, and connect the computers to the cable. It was inexpensive, but it had a number of annoying problems. If there was a break anywhere in the cable, the communication was lost between all computers. And if your cable was running between computers on multiple floors, it could take some time to find the break. The longer it took to find the break, the more upset the computer users became.

In addition, because the cable was a shared media, only one computer at a time could use the cable for communication. How did the computers know whose turn it was to use the cable? They didn't. So they had to be able to detect a collision, which happens when two or more computers try to send something at the same time. As more people were connected to the network, the number of collisions increased, and the network became slower. Result? More upset computer users.

Ethernet was the name given to the predominant technology used for computer communication on a LAN. Before Einstein, scientists thought that the universe had to contain a substance through which light could travel. Otherwise, how could the light from distant stars reach Earth? This substance was given the name ether. The existence of ether was later disproved, but I guess someone involved with the early development of networks liked the term. Because computer communication had to travel through something, why not call it the ether? And because we are talking about networks, just use the term Ethernet.

Every Ethernet network card has an address called an Ethernet address. An example of an Ethernet address is 00-03-47-92-9C-6F. We make sense of that in Chapter 3.

Obviously, you do not want to use the previous method for local mail delivery. You would need a mail carrier for every street, and that does not scale. A better method is to use a local post office that has the responsibility for receiving and delivering mail to the local area. In Figure 1-6, Clark sends a letter to Pete. The letter is first sent to the local post office where the destination address is examined. Because the street, city, and state in the destination address is a street that this local post office serves, the letter is switched back to Pete's house on Main Street. The street names are the same, so the switch has to use only the house number to deliver the mail.

As technology improved, a better method for connecting computers on a LAN was developed, and it is similar to the local "switching" of mail. The switch in Figure 1-7 serves the same purpose as the local post office.

Figure 1-6 Switched Local Mail Delivery


Clark Kent
1 Main St.
Smallville, KS

Pete Ross
3 Main Street
Smallville, KS

Figure 1-7 Switched LAN


When computer A wants to send a message to computer C, the message is sent to the Ethernet switch. The switch looks at the destination address and sends the message to computer C. Computers B and D never receive the message. How does the switch know which connection, or port, goes to computer C? Initially, it doesn't. The switch has to learn the location of every computer on the network, and build a switching table that contains a listing of each computer's address, and the port to which it is connected. When the switch in Figure 1-8 is first installed, the switching table is empty.

Figure 1-8 LAN Switching Table


When the switch receives a message from computer A, the switch learns that computer A is on port 1 . How? The message was received on port 1 , and the source address is A, so the switch knows which computer sent the message. The destination address is computer C , but the switch does not know to which port computer C is connected. In this case, the switch sends the message out all ports except for the one on which it was received. Therefore, computers B and D receive the message even though it was not addressed to them. Eventually, the switch learns on which port each computer is connected. Of course, that assumes that each computer
eventually sends a message. After the switching table is complete, the switch is able to forward the message to the computer for which it was meant. Table 1-1 contains the final switching table.

Table 1-1 Final Switching Table

| Port | Computer |
| :--- | :--- |
| 1 | A |
| 2 | B |
| 3 | C |
| 4 | D |

Because the switching method of delivering mail seems to make the most sense, you adopt that as your local mail delivery method. Time to move on to local offstreet delivery.

## Local Off-Street Delivery

Local off-street delivery is for mail on different streets in the same city and state that can be accessed by the same post office. The information required to deliver the package is the street, city, state, and house number. You still do not need the who from the destination address. Previously, you ignored the issue of what to do if the source address was on a different street. Figure 1-9 shows how you can handle local off-street mail. Because it doesn't make sense to have a separate post office act as a switch for every street (it does not scale), you assign a number of streets in an area to a single post office. Each post office has access to more than one street, and acts as the switch when sending mail between houses on the same street.

## Figure 1-9 Mail Switched Between Houses on the Same Street and Routed Between Houses on Different Streets



When a letter is sent from 1 Fullerton St. to 4 Fullerton St., the post office examines the destination street, city, and state names. The destination street, city, and state names are the same as the source street, city, and state names; so the letter is switched back to the proper house on Fullerton Street. If a letter is sent from 2 Diversey St. to 3 Kostner St., the local switch determines that it is not connected to Kostner Street. In this case, the switch forwards the letter to the FDK post office. Although the switch is located at the FDK post office, you can think of the post office having a separate switch and router department.

Upon receipt of the letter by the FDK post office, the source address is examined to make a decision on where to route the letter. Therefore, the FDK post office is acting as a router. Because the FDK post office has direct access to the street switches, the FDK post office is an access router. The layer in the mail delivery process containing the access router is called the access layer.

Just as the switches used a switching table, a router needs a routing table to determine how to route a particular piece of mail. The FDK post office is connected to three streets, and we will call the connection to these streets an interface. (See Table 1-2.)

Table 1-2 FDK Post Office Routing Table

| Street | City | State | Interface |
| :--- | :--- | :--- | :--- |
| Fullerton | Chicago | Illinois | 1 |
| Diversey | Chicago | Illinois | 2 |
| Kostner | Chicago | Illinois | 3 |

When a letter arrives at the FDK post office, the letter is routed on the street name and sent to the appropriate switch through the proper interface. The switch then switches the letter to the proper house using the house number. Off-street mail delivery is analogous to how multiple LANs can be connected using routers. If you replace the FDK post office with a router, you will have the configuration necessary for delivering messages between computers on different LANs in the same location. In Figure 1-10, an access router has replaced the FDK post office, and the computer network counterparts have replaced their respective switches.

Figure 1-10 Router Enables Communication Between LANs


As with mail delivery, when computer 1 on the Fullerton LAN sends a message to computer 4 on the Fullerton LAN, the message is sent to the local switch. Because both computers are on the same LAN, the switch sends the message out the proper port to computer 4. When computer 2 on the Diversey LAN sends a message to computer 3 on the Kostner LAN, the switch forwards the message to the router because the destination is on a different LAN. The access router is directly connected to the switch that services the Kostner LAN, so the router forwards the message out the selected interface to the appropriate switch that switches the message out the proper port to computer 3 .

Now you are able to use your off-street mail delivery scheme to develop a citywide mail delivery system.

## Citywide Delivery

A citywide mail delivery system can be realized by connecting the access post offices together using a distribution post office. (See Figure 1-11.)

Figure 1-11 System for Citywide Mail Delivery


To see how the distribution layer operates, you will trace the delivery of the letter shown in Figure 1-12.

Figure 1-12 Street, City, and State Are Used to Make a Delivery Decision

| Deke |  |
| :--- | :--- |
| 1 Fullerton Street |  |
| Chicago, Illinois |  |
|  |  |
|  |  |
|  |  |
|  | Alan |
|  |  |
|  |  |

The letter is sent to FDK, the local access post office. Because the destination street is not connected to one of the FDK interfaces, the FDK post office must send the letter to the Chicago distribution post office. How does FDK know to send the letter to the Chicago distribution post office? There must be a rule telling FDK that if it receives a letter for a street that it is not connected to, by default, the letter is sent to the distribution post office. But what if the letter has a destination address that is not in the same city or state? The same rule applies. Any destination address that an access post office is not aware of is sent to the distribution post office. By default, any destination address that is not on Fullerton, Diversey, or Kostner streets is sent to the distribution post office.

For delivery to be successful between access post offices, the default route must be added to the routing tables for FDK and AMS. (See Tables 1-3 and 1-4.)

Table 1-3 FDK Post Office Routing Table

| Street | City | State | Interface |
| :--- | :--- | :--- | :--- |
| Fullerton | Chicago | Illinois | 1 |
| Diversey | Chicago | Illinois | 2 |
| Kostner | Chicago | Illinois | 3 |
| Default | Default | Default | 4 |

## Table 1-4 AMS Post Office Routing Table

| Street | City | State | Interface |
| :--- | :--- | :--- | :--- |
| Adams | Chicago | Illinois | 1 |
| Madison | Chicago | Illinois | 2 |
| Lake | Chicago | Illinois | 3 |
| Default | Default | Default | 4 |

When the Chicago post office receives the letter, a routing decision must be made based on the destination address. It is not sufficient to examine only the street name as the same street name can exist in different cities. Also, it is not sufficient to examine only the street and city names because there can be more than one city with the name Chicago. The distribution router must use the state, city, and street names to make a delivery decision-but not the street number or name of the recipient.

The Chicago post office knows about FDK and AMS because they are directly connected. To know about the street names that are serviced by FDK and AMS, Chicago needs a delivery or routing table similar to the routing table for the FDK and AMS post offices. (Refer to Tables 1-3 and 1-4.) The routing table for Chicago needs to contain a list of street names, and the interface to be used to reach these street names. (See Table 1-5.)

## Table 1-5 Chicago Distribution Post Office Routing Table

| Street | City | State | Interface |
| :--- | :--- | :--- | :--- |
| Fullerton | Chicago | Illinois | 1 |
| Diversey | Chicago | Illinois | 1 |
| Kostner | Chicago | Illinois | 1 |
| Adams | Chicago | Illinois | 2 |
| Madison | Chicago | Illinois | 2 |
| Lake | Chicago | Illinois | 2 |

How do these values get into the routing table? The first way is to use static routes. A static route is manually entered into the routing table and does not change unless someone manually makes the change. The major problem with a static route is that there is no way to determine if the route actually exists. If the AMS post office burns down, Chicago thinks it still has a route to AMS because there is a static route in the routing table pointing to AMS. Mail could be delivered to a post office that is no longer there. Another method of placing routes in the routing table is to do so dynamically using a routing protocol. A routing protocol can be used to dynamically change the contents of the routing table when changes occur. We are not ready to discuss routing protocols just yet, so for now you will use only static routes.

Now consider the delivery of the letter with the Chicago routing table in place. FDK examines the street, city, and state names in the destination address. The street name is not known, so FDK consults its routing table and determines that the default says to use interface 4 and send the letter to the Chicago post office. The Chicago post office consults its routing table, looking for an entry that matches the street, city, and state names in the destination address. A match is made, and the letter is sent to the AMS post office using interface 2. AMS receives the letter, and routes it out interface 3 to the Lake Street switch. The Lake Street switch then switches the letter to the destination based on the street number.

You created a citywide mail delivery system by adding another layer of delivery, or routing, called the distribution layer. Using the same process, you can now build a statewide mail delivery service by adding another routing layer to our system.

## Statewide Delivery

Statewide delivery is for mail having the same state in both the destination and source addresses. The information required to deliver the mail is the city name, street name, and street number. Who receives the mail is still not used. To enable statewide delivery, another routing layer is added above the distribution layer. (See Figure 1-13.) This additional layer is called the core layer and is used for interstate and statewide delivery. For clarity, the AMS post office is not shown in Figure 1-13, although the routes for AMS are included in the routing table. (See Table 1-6.)

Figure 1-13 Core Delivery Layer Is Used for Statewide Delivery


When the core post office is added for the state of Illinois, a default route needs to be added to the routing table for the Chicago post office (See Table 1-6.)

Table 1-6 New Chicago Distribution Post Office Routing Table

| Street | City | State | Interface |
| :--- | :--- | :--- | :--- |
| Fullerton | Chicago | Illinois | 1 |
| Diversey | Chicago | Illinois | 1 |
| Kostner | Chicago | Illinois | 1 |
| Adams | Chicago | Illinois | 2 |
| Madison | Chicago | Illinois | 2 |
| Lake | Chicago | Illinois | 2 |
| Default | Chicago | Illinois | 3 |

When a letter is sent between cities in the same state, both the access and distribution routers will use their default routes and the letter will be delivered to the core router for the state. At this point, the function of the core router is to route mail between cities in the same state, so the only information that is required in the routing table is the city name (assuming the cities are in the state of Illinois).

Table 1-7 State of Illinois Post Office Routing Table

| City | State | Interface |
| :--- | :--- | :--- |
| Chicago | Illinois | 1 |
| Springfield | Illinois | 2 |
| Galena | Illinois | 3 |

The core router for the state of Illinois will only examine the city and state information in the destination address to make a delivery or routing decision. Now that you have a scalable model for statewide delivery of the mail, you can easily expand your system to handle mail delivery for the country by connecting the core routers for each state.

## Countrywide Delivery

Figure $1-14$ shows a partial view of our countrywide mail delivery system. The core routers for Illinois, Missouri, and Kansas have been interconnected to enable the delivery of mail between these states.

Figure 1-14 Core Layer Is Used for Interstate Mail Delivery


Previously, when you added a new layer of routing, you had to add a default route to the routing table of the post office at the next lowest layer. For the core routers to deliver mail between states, you need to add specific routes for specific states (as shown in Table 1-8) for the state of Illinois post office. Now that there are two routes from Illinois to Kansas, and two routes from Illinois to Missouri (a direct connection to the state and an indirect connection through the other state), you need to determine how to handle multiple routes. The best connection to Kansas is directly to Kansas. But if that route is unavailable because of a bridge or road being out, you need to be able to use the other route as a backup. You can accomplish this by adding a cost to the route, and using the route with the lowest cost. If the route with the lowest cost is unavailable, use the other route. The cost of a route could represent distance, time, or any other factor that can be used to determine if one route is better than another route.

## Table 1-8 State of Illinois Post Office Routing Table

| State | City | Interface | Cost |
| :--- | :--- | :--- | :--- |
| Illinois | Chicago | 1 | 1 |
| Illinois | Springfield | 2 | 1 |
| Illinois | Galena | 3 | 1 |
| Kansas | Not Needed | 4 | 1 (Best) |
| Kansas | Not Needed | 5 | 2 |
| Missouri | Not Needed | 5 | 1 (Best) |
| Missouri | Not Needed | 4 | 2 |

Notice in the routing table for the state of Illinois, as shown in Table 1-8, that less specific information is needed for delivery between states than is needed for delivery within the state. Mail destined for a different state than the core post office does not need to know the city name.

Finally, our plan for delivering mail throughout the United States is almost complete. Let's revisit how much information is required at each level of the system: core, distribution, and access.

At the beginning of the chapter, you decided that every post office did not need to know about every destination because this approach will not scale. Why is that?

If the core router for the state of Illinois needed to know about every destination, the routing table would be enormous. Every city in every state in the United States would have an entry in the routing table associating each city/state combination with an interface that is used to forward the mail along the proper route. If a new city is built or an old one ceases to exist, every routing table in every core post office would need to change, and this is not feasible. What you have achieved with your scheme is called aggregation, which is also known as information hiding or summarization.

Aggregation means that at the core post office level, the routing table entry for an interstate destination contains only the state information and an output interface. The core router does not need to maintain a route for every destination in the state. The core post office does need to maintain a route for cities in the state it services, and not the final destination in each of those cities. This makes the core routing table scalable; and it hides information regarding changes to destinations in other states, or connected cities. Therefore, if new houses are built or people move, the core post office does not care. What it needs to know is how to get mail to that state or city-and not who lives there or where they live.

Distribution post offices need only to know about the access-level post offices they are connected to and what streets they serve. As you have seen, a default route can be used to reach other destinations.

At the lowest level, the access routers maintain routes for streets that they service and have a default route for all other destinations.

Our system relies on static routing table entries to move the mail along in the proper direction. As the system grows, this will become an administrative nightmare. Eventually, you need to replace static routing with dynamic routing, but you have to wait a few chapters before we get there.

Before moving on to the next familiar system, you will trace a letter from Illinois to Kansas to see how the various layers of our postal delivery system operate. You will use a trace letter as shown in Figure 1-15, and see how it moves through our system illustrated in Figure 1-16.

Figure 1-15 Letter from Chicago to Kansas City

| Kankakee |  |
| :--- | :--- |
| 1 Fullerton St. |  |
| Chicago, Illinois |  |
|  | Elvis <br>  <br>  <br>  <br>  <br>  <br>  |

Figure 1-16 Tracing a Letter from Chicago to Kansas City


The following describes the process for delivering the letter from Illinois to Kansas:

1. Deliver the letter from Fullerton Street to the Fullerton switch.
2. The Fullerton switch must make a delivery decision on the street, city, and state names:

Elvis
1 Bluejacket Street
Kansas City, Kansas
3. The Fullerton switch does not know the street name, so it forwards to the FDK post office.

