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About the CD

The CD-ROM accompanying this book contains the Windows to Linux
Migration Toolkit (W2LMT) scripts and configuration files, as well as a
chapter-by-chapter summary of the configuration files used by the fictional
companies Acme Widgets and Ballystyx Engineering. Navigate to index.html
for an easy-to-use chapter-by-chapter guide to the features of the CD

The following table lists each directory, chapter affiliation, and a description
of the files located in that directory. It is important to note that although the
package directory listed below does contain the latest versions of the Open
Source tools used in the book at the time of publication, most Open Source
projects develop and evolve at a rapid pace; the scripts may be updated or out-
moded by the time you read this. You may want to obtain the latest versions
from the appropriate websites, including the W2L MT (Windows to Linux
Migration Toolkit), found at wwwisyngress.com/solutions and http://sotice-
forge.net/projects/w2lmt.

Directory Chapter Contents

ChapO01 Network Migration Roadmap -

Chap02 Core TCP/IP Services DHCP/DNS and migra-
tion script configuration
files

Chap03 Directory Services OpenLDAP configuration
files

Chap04 Authentication Services Samba and

directory/auth migration
script configuration files

Continued
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Directory Chapter Contents

Chap05 File Services -

Chap06 Print Services -

Chap07 Messaging Services Mailbox migration script
configuration files

Chap08 Groupware and Calendaring Outlook Export tool

(Outport)

Chap09 Web Services -

Chap10 Desktop Migration Roadmap -

Chap11 Inside the Linux Desktop -

Etc ALL Generic configuration
files for w2Imt with
comments

Package ALL Packaged binaries and
compressed source files
of many of the tools
mentioned in the book,
including w2Imt, and all
the dependencies
required to install them

Src ALL W2Imt scripts in source
form

et sn_ns Appendix A Ethereal

et sn_ns Appendix B Snort

et sn_ns Appendix C Nessus
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