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What People are Saying
About The Mezonic Agenda

“Hackers and spies, what an appealing mix… I can’t wait
for the sequel!”

—Sarah Gordon, Security Researcher

“Cyber threat hits home in a very realistic manner. This
really could happen”

—Greg Miles,Ph.D., CISSP, President Security Horizon, Inc.

“This novel is scarily realistic and I know Herbert
Thompson well enough that I am sure whoever he is
voting for will win the next election!”

—James A. Whittaker, Ph.D., Chief Scientist and Founder
of Security Innovation

“Entertainment is the best way to communicate complex
ideas. The Mezonic Agenda: Hacking the Presidency is an
enjoyable electronic crime novel that simplifies complex
technologies and reveals the dangers of electronic voting,
a page-turner that shows how people in power might
manipulate electronic voting and undermine democracy -
and how they might be stopped.”

—Richard Thieme, Author of “Islands in the Clickstream”

Imagine a scenario whereby the U.S. presidential election
could be manipulated through ingenuity, stealth, and the
exploitation of flaws inherent in the technology used to
tabulate the vote. Now imagine that the flawed tech-
nology isn’t cardboard chads, rather, it’s the allegedly
hack-proof software used by the Federal Elections
Committee to gather and calculate the popular vote.
What’s more, the culprits aren’t overworked precinct
monitors; instead they’re brilliant programmers working
for a foreign corporation committed to a favorable elec-
tion outcome at any cost. You now have the essence The
Mezonic Agenda.

310_FM.qxd  8/18/04  4:37 PM  Page i



solutions@s y n g r e s s . c o m

Over the last few years, Syngress has published many best-selling and
critically acclaimed books, including Tom Shinder’s Configuring ISA
Server 2000, Brian Caswell and Jay Beale’s Snort 2.0 Intrusion
Detection, and Angela Orebaugh and Gilbert Ramirez’s Ethereal
Packet Sniffing. One of the reasons for the success of these books has
been our unique solutions@syngress.com program. Through this
site, we’ve been able to provide readers a real time extension to the
printed book.

As a registered owner of this book, you will qualify for free access to
our members-only solutions@syngress.com program. Once you have
registered, you will enjoy several benefits, including:

� Four downloadable e-booklets on topics related to the book.
Each booklet is approximately 20-30 pages in Adobe PDF
format.  They have been selected by our editors from other
best-selling Syngress books as providing topic coverage that
is directly related to the coverage in this book.

� A comprehensive FAQ page that consolidates all of the key
points of this book into an easy to search web page, pro-
viding you with the concise, easy to access data you need to
perform your job.

� A “From the Author” Forum that allows the authors of this
book to post timely updates links to related sites, or addi-
tional topic coverage that may have been requested by
readers.

Just visit us at www.syngress.com/solutions and follow the simple
registration process. You will need to have this book with you when
you register.

Thank you for giving us the opportunity to serve your needs. And be
sure to let us know if there is anything else we can do to make your
job easier.

Register for Free Membership to 

310_FM.qxd  8/18/04  4:37 PM  Page ii
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Spyros Nomikos

Hacking the   Presidency

the

Hack along with the heroes
and villains as the American

Presidency hangs in the 
balance of cyber-space
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The Mezonic Agenda: Hacking the Presidency  1

In six days Chad Davis will testify before Congress on
the security, stability, and safety of Advice Software Inc.'s
e-vote software. He is a world-renowned expert on
software security, and his testimony will determine if
the software will be implemented for use during the
2004 U.S. Presidential Elections.All is well until he
receives a cryptic CD on the software from a notorious
hacker, which ignites a string of murders and uncovers a
dangerous conspiracy.A race against the clock, Davis
must use his knowledge of buffer overflows, format
string vulnerabilities and zero-day exploits to penetrate
physical and cyber defenses, ultimately uncovering
Advice's plot to fix the US presidential elections.
What's the software's secret? Will Davis find out before
his testimony? What is The Mezonic Agenda?
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In six days Chad Davis will testify before Congress on the security, stability, and
safety of Advice Software Inc.’s e-vote software.After his speech at a security
conference in Amsterdam, notorious hacker Baff Lexicon hands Davis a cryptic
CD with information about the software. Soon after, Baff is killed and Davis
must unravel a plot to manipulate the U.S. presidential elections.

Welcome to the world of The Mezonic Agenda!

Our goal in writing this book was to create an engaging and most unique
entertainment experience. In this first of its kind mix of techno-thriller and
interactive hacking adventure, you, the reader, can face the same challenges as
the novel’s characters through the software on the included CD.With that in
mind, there are several ways to read this book.You can choose to never open
the CD and simply read what we think is a great novel. For the more curious
reader, however, we invite you to “hack along” with the novel’s characters and
experience the adventure first hand.

In addition to entertainment, one of this book’s aims is to educate, and
empower the reader with information about software security and the chal-
lenges of implementing modern voting systems.We encourage you to also read
Part II: The Technology Behind The Mezonic Agenda which is a collection of non-
fiction appendices intended to enrich your knowledge of electronic voting and
software security in general. One of the appendices focuses on voting history
and its evolution from stone balls being cast into vases to today’s optical scan
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and electronic systems.The other appendices take a piercing look at software
security, cryptography, steganography, reverse engineering and software exploits.

We hope you enjoy reading this book as much as we’ve enjoyed researching
and creating it. Please visit the books companion website at www.mezonica-
genda.com for new challenges and more information on all of the topics dis-
cussed in the novel.Thanks and enjoy!

Herbert H.Thompson
Spyros Nomikos

August 2004

About the CD
Now you can hack along with the heroes and villains of The Mezonic Agenda!
Don’t just read it, experience it!

Notorious hacker Baff Lexicon has just handed internationally renowned
software security expert Dr. Chad Davis a cryptic CD. Davis must decrypt this
CD’s contents to reveal the secrets behind Advice Software’s e-voting system, a
secret that has cost the lives of several people and holds the American
Presidency in the balance.

Hack along with Davis as he tries to unlock the CD’s mysteries. Unzip the
contents to access the data on the CD.You will then have three files, and your
first challenge is to decrypt one of them: encrypted.dat, where you will receive
several more challenges.The CD’s mysteries will be revealed in the story and
you can either: read the novel and ignore the CD, perform the hacks as they
appear in the novel, or the more aspiring techie can try and decrypt the CD
contents without reading too far into The Mezonic Agenda. Do you have what it
takes to expose Advice Software Inc. and ultimately save the Nation’s general
election from disaster? There’s only one way to find out…

Visit www.mezonicagenda.com for more information and new challenges!
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About the Contest
The Mezonic Agenda: Hacking the Presidency Contest challenges you, the reader, to
interact with the book and CD, decrypt its contents, and ultimately control the
fate of a mock U.S. Presidential Election. Contestants will attempt to vote for
themselves as the winning candidate during our “simulated” election to be held
in early 2005. Contestants must use their hacking skills, along with strategy, to
manipulate the results of the Mezonic “mock” election.Visit www.mezonica-
genda.com to enter.

Any eligible contestant can download the software from the Mezonic
Agenda: Hacking a Presidency website (www.mezonicagenda.com) without
having to purchase the book.The book, though, will help the reader better
understand how the software works, teach them software hacking skills and
ultimately aid in its exploitation.

Prizes include a free pass to the 2005 Black Hat Briefings in Las Vegas and a
suite of security books from Syngress Publishing.

Syngress may require any participant receiving any prize to provide
Syngress with proof that he or she is eligible to participate according to the eli-
gibility requirements hereunder. See “The Mezonic Agenda Hack Contest
Rules” in the back of the book or visit www.mezonicagenda.com for complete
contest rules.
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